
PLEC  DE  PRESCRIPCIONS  TÈCNIQUES  QUE  HAN  DE  REGIR  LA 
CONTRACTACIÓ DEL SUBMINISTRAMENT DE 10 LLICÈNCIES DE L’ANTIVIRUS 
ESET DEL CONSELL COMARCAL DEL SEGRIÀ. EXP. 2707/2025

ANTECEDENTS

El Consell Comarcal del Segrià, a través del decret núm. 1043/2024 de 13 de desembre de 
2024  va  contractar 150  llicències  d’  Antimalware  de  l’endpoint  bàsica  (ESET)  a  24,00 
euros/unitat/any sense IVA per a un període 4 anys (2025-2028) contractats a través d’un acord 
marc de l’ACM (Expedient 2018.09) per a l’ús intern o personal del Consell Comarcal.

El període de vigència per a contractar llicències de l'antivirus ESET a través de l’acord marc 
l’ACM es va iniciar el 8 de gener de 2021 i va finalitzar el 8 de gener de 2025. A data present,  
l’ACM es troba en procés de licitació per a un nou acord marc de subministrament d’equips 
informàtics i determinades llicències de programari.

NECESSITAT A SATISFER

És necessari el subministrament de 10 llicències de l’antivirus ESET ja que no es disposen 
de suficients llicències per als usuaris del Consell Comarcal del Segrià degut a l’augment de 
personal  propi  del  Consell.  La  durada  del  contracte  hauria  de  ser  similar  al  contracte  de 
subministrament  de l’expedient  3769/2024 del  Consell  Comarcal),  aquest  finalitza  el  18 de 
desembre de 2028. No és possible la contractació de l’antivirus ESET a través de l’acord marc 
de l’ACM com s’indica al segon punt del antecedents.

Degut al punt anterior, es proposa un procediment negociat sense publicitat d’acord amb 
l’article 168.c.2 de la LCSP (Llei 9/2017, de 8 de novembre, de contractes del sector públic), 
es tracta d’un lliurament addicional  o ampliació dels subministraments pel  proveïdor 
inicial,  no  es  canvia  el  proveïdor  per  dificultat  tècnica  d’ús  i  manteniment 
desproporcionat.

CARACTERÍSTIQUES TÈCNIQUES DEL SUBMINISTRAMENT

És necessari el subministrament de 10 llicències ESET Antimalware Advanced amb 
les següents característiques:

 Protecció als Endpoints contra Ransomware i amenaces Zero Day
 Xifrat de discs de Sistema, particions o Unitats Complertes
 Filosofia Zero-Trust (No confiïs, Verifica)
 Atacs sense arxius, Navegadors Segurs

o Endpoint Security

o Server Security

o Full Disk Encryption

o Liveguard Advanced (Sandbox)

o Protect (Consola Administració)
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